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Pipeline Hazards: RAW Data Hazards 
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Approaches to Resolving Data Hazards 

•  Expose in instruction set architecture 
–  expose data hazards in ISA forcing compiler to 

explicitly avoid scheduling instructions that would 
create hazards (i.e. software scheduling for 
correctness) 

•  Hardware Scheduling 
–  hardware dynamically schedules instruction to avoid 

RAW hazards, potentially allowing instructions to 
execute out of order 

•  Hardware Stalling 
–  hardware includes control logic that freezes later 

instructions until earlier instruction has finished 
producing data value; software scheduling can still be 
used to avoid stalling (i.e. software scheduling for 
performance) 
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Approaches to Resolving Data Hazards 

•  Hardware bypassing/forwarding 
–  hardware allows values to be sent from an earlier 

instruction to a later instruction before the earlier 
instruction has left the pipeline 

•  Hardware speculation 
–  hardware guesses that there is no hazard and allows 

later instructions to potentially read invalid data; 
detects when there is a problem, squashes and then re-
executes instructions that operated on invalid data 
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Expose in ISA 
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Hardware Stalling 
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Datapath to Support Hardware Stalling 
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Hardware Bypassing/Forwarding 
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Add Single Bypass Path 
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Add All Bypass Paths 
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RAW Data Hazards Through Memory 
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Pipeline Hazards: Control Hazards 
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Pipeline Hazards: Control Hazards 
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Approaches to Resolving Control Hazards 

•  Expose in ISA 
–  expose control hazards in ISA forcing compiler to 

explicitly avoid scheduling instructions that would 
create hazards (i.e., software scheduling for 
correctness) 

•  Software predication 
–  programmer or compiler converts control flow into data 

flow by using instructions that conditionally execute 
based on a data value 
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Approaches to Resolving Control Hazards 

•  Hardware speculation 
–  hardware guesses which way the control flow will go 

and potentially fetches incorrect instruction; detects 
when there is a problem and re-executes instructions 
along the correct control flow 

•  Software hints 
–  programmer or compiler provides hints about whether 

a conditional branch will be taken or not taken, and 
hardware can use these hints for more efficient 
hardware speculation 
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Expose in ISA 
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Hardware Speculation 
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Datapath/Control to Support Hardware Speculation 
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Pipeline Hazards: Structural Hazards 
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Approaches to Resolving Structural Hazards 

•  Expose in ISA 
–  expose control hazards in ISA forcing compiler to 

explicitly avoid scheduling instructions that would 
create hazards (i.e., software scheduling for 
correctness) 

•  Hardware stalling 
–  hardware includes control logic that freezes later 

instructions until earlier instruction has finished 
producing data value; software scheduling can still be 
used to avoid stalling (i.e. software scheduling for 
performance) 

•  Hardware duplication 
–  add more hardware so that each instruction can access 

separate resources at the same time 
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Hardware Duplication 
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Pipeline Hazards: WAW and WAR Name Hazards 
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Introduce WAW Hazards with Iterative Multiplier 
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Approaches to Resolving WAW and WAR Hazards 

•  Software renaming 
–  programmer or compiler changes the register names to 

avoid creating name hazards 

•  Hardware renaming 
–  hardware dynamically changes the register names to 

avoid creating name hazards 

•  Hardware stalling 
–  hardware includes control logic that freezes later 

instructions until earlier instruction has finished either 
writing or reading the problematic register name 
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Estimating Cycle Time for Pipelined Processor 
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Questions? 
 

Comments? 
 

Discussion? 
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